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SBA Enterprise Architecture Blueprint


Appendix G – Technical Applications Model

1.1 Environment Manager

The environment manager represents the user’s “point of entry” to applications.  However, the environment manager is much more than a graphical shell.  It must manage many types of events including the services described below.
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	Service
	Description

	System access
	The way in which the user, or other system, interacts with the application system(s).

	System logon/logoff
	The process of establishing a session and providing authentication information to the system and requesting authorization for access to services (i.e. logon) or exiting from the system and terminating that authorized session (i.e. logoff).

	Application invocation 
	Initiating access to one or more application systems.

	Event management
	The set of responses that the application system makes to various events initiated by the user.

	Data input facilities
	The edit capabilities and data entry mechanisms necessary for the user to supply data to the application system(s).

	Information or message display capabilities
	The formatting and management facilities required to display information to the user.

	Agent facility
	Software that performs repetitive [mundane] tasks on behalf of the user; for example, retrieving electronic mail or automatically delivering the information for the next claim to be reviewed.


1.2  Business Applications

Business applications represent business policy and rules in code form. 

To facilitate reuse and portability of code, business applications should be separated from other services provided by the Technical Application Architecture (environment manager, communications services, data services, and so on).  The Business Applications should consist of three layers. 
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1.3  Infrastructure Services

Infrastructure services represent services that are independent of any specific enterprise.  As a rule, these services constitute extensions, elaborations, or modifications to services typically provided as System Services.  Due to specific needs presented across multiple application systems within a given enterprise, it is necessary to provide these enhanced services.  For details of these services, refer to EA Section 5 (Technology Architecture). 
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	Service
	Description

	Asynchronous Messaging 
	The capability of a service to temporally retain information and then automatically transfer the information to its intended recipient, whether a user or another service component.

	Application message handling
	This is similar to store and forward, but includes the capability to receive and route application messages to another application or service component.

	Operational control
	Facilities not available from System service, for controlling the operation of an application; for example, specialized transaction handling during the backup of data files.

	User profile management
	The automatic application service configuration based upon the needs, authorizations, or preferences of the user.

	System help 
	A user help facility that extends beyond the specifics of an application, in an application system, in a consistent manner.

	Automated workflow management
	The routing of documents (or forms) via an electronic mail message handling system to designated people or applications.

	Batch/background
	The execution of lower-priority applications or processes when higher-priority applications or processes are not using the system resources.

	Naming Service
	Allows components (objects) to locate other components by name; It also supports federated naming contexts.  The service allows objects to be bound to existing network directories or naming contexts – including ISO’s X.500, OSF’s DCE, and SUN’s NIS+.

	Collection Service 


	

	System calendar 
	A facility that allows users or applications to create or modify events based upon calendar increments (e.g. days, weeks, months).


Figure 1-1 Application Message Handling — Wrappers

From an application-programming standpoint, the specific manner in which communications occurs should be separated or “hidden” from the application development process.  In order to provide isolation from coding specific functionality to perform inter-process communication (IPC), the application architecture will abstract application-programming interfaces to invoke these processes.  Coding the specific functions directly within the Presentation Component or Application function service routine would remove the flexibility of the architecture to utilize the most appropriate product for a given architectural component, based on any standard (or lack thereof).

Access to Transaction Monitors, RPC mechanisms, and DCE services will be isolated from an application’s components using “wrappers.”  Wrappers are code segments that wrap around vendor specific application programming interface (API) calls, providing a generic program interface to the application’s client and server functions.
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The following diagram illustrates the use of wrappers:

Exhibit K-1 Application Message Handling: Wrappers

Figure K-1 is explained as follows:

· The client business application code calls a wrapper that contains the required calls to the transaction monitor.

· The client wrapper calls the client middleware through the transaction API.

· The client middleware, provided by the vendor, is responsible for sending the data from the client to the server using the appropriate data formats so that the server middleware can receive and understand it.

· The server middleware is responsible for receiving the data from the client middleware and calling the appropriate server wrapper function.

· The server wrapper formats the data sent from the client into the server’s application data areas and calls the server business application code.

· The server business applications code performs the particular function and returns control to the wrapper.

· The server wrapper formats data to be sent to the client in the manner required by the specific network API.

· The server wrapper calls the transaction monitor in the server middleware

· The client middleware is responsible for receiving the data from the server middleware and returning control to the client wrapper function.

· The client wrapper function formats the data sent from the server into the client application’s data areas and returns control to the client business application code.

To the client business application code, the server appears to be local (and vice versa).  The wrappers and middleware isolate the client and server business application code components from the complexities of distributed computing and provide flexibility concerning which communication tool is used in accessing functions and data across the network.

The task of the application developer is simplified by using wrappers.  A wrapper may perform all the necessary API calls, format the data into a network buffer, call the application server, receive the return information, and format that information back to the client application code.  A client component may call a function to coordinate several activities concurrently, which in turn may call multiple wrappers.

Client wrapper code should be deployed in formats that facilitate ease of use by application developers.  The formats should support the tool sets that have been accepted as standards by the SBA Application Architecture governance group.  For example, wrapper service might be deployed as VBX’s to support a Visual Basic development project or as callable ‘C’ functions for a ‘C’ based development project.
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1.4  Application Services

Application services represent a set of user-defined services common across multiple business applications.  All business processes within an organization are made up of “core” activities that reference or manipulate information.  If these activities are isolated, a set of functions may be defined to form an “application tool kit” that can be used to assemble multiple applications. 

Examples of these core activities include: 

· SBA applications typically share a common set of date functions as well as other common functions;

· Financial applications share interest, account, and EDI functions; and,

· Loan program applications could share rate calculations and other similar processing functions.

It is normal for business needs to exceed the capabilities or functionality of standard application programming interfaces.  In some instances, the business requirements will dictate the use of application service sets that are proprietary.  For those specific cases, the business risk and potential future expense [impact] of using proprietary APIs will be analyzed.

Standards are always in the process of catching up with innovations and developments.  Nevertheless, standards are still an essential strategy towards the goal of protecting software development efforts.  We should never be assumed that internally developed interfaces would become standards.  Rather, we should assume that proprietary interfaces are not to be relied on.  As an organization, we must prefer standards-based API specifications to proprietary APIs.  While understanding that this preference will require an investment in and adherence to the necessary procedures and disciplines that will protect our software investment.

	Service
	Description

	Relationship Service
	Provides a way to create dynamic associations (or links) between components that know nothing of each other.  It also provides mechanisms for traversing the links that group these components.  You can use the service to enforce referential integrity constraints, to track containment relationships, and for any type of linkage among components.

	Persistence Service
	Provides a single interface for storing components persistently on a variety of storage servers – including OO databases (ODBMS), relational databases (RDBMS), and simple files.  Specifically, the CORBA Persistence Service deals with making data persistent (i.e. “live” through many system cycles).

	Concurrency Control Service
	Provides a lock manager that can obtain locks on behalf of data and databases (i.e. two-phase commit).  This Concurrency Control Service is a more generalized form of data concurrency that applies to concurrency of compute resources, concurrency of communications services, concurrency of transaction services, as well as concurrency of data services.

	Externalization Service
	Provides a standard way for getting data into and out of a component using a stream-like mechanism.

	Query Service
	Provides query operations for objects.  It is a superset of SQL based on the upcoming SQL3 specification and the Object Database Management Groups’ (ODMG) Object Query Language (OQL).

	Properties Service
	Provides operations to let you associate named values (or, properties) with any component.  Using this service, you can dynamically associate properties with a components state.  For example, a title, or a date.


Application Services are logically divided between business functions and data access functions.  Business functions are program functions that contain logic that automates a business process or policy.  Data access functions are program functions that perform actions against the physical data.  In the SBA technical reference model, these functions will be a part of the Middleware component.  The Application Resource Management Layer will provide the service delivery mechanisms to implement these functions.

The Data access functions are separated from the business functions in order to isolate the application from a specific DBMS vendor.  These functions will contain SQL to interface with the DBMS.  Embedded SQL will be used for all databases that support it.  When not supported it should be written with embedded syntax and put through a translator to produce the API calls.  Data access functions will contain all logic to perform the data integrity checks that are not supported by the DBMS vendor.

When writing SQL, differences in syntax between vendors should be considered.  The use of vendor extensions should be limited.  The extensions should be used only when the function cannot be performed another way or there is a significant performance gain.

The use of vendor specific data types should be avoided.  When vendor extensions or non-compliant SQL is used, it should be documented by the application.

To facilitate placement of services two delivery mechanisms will be used.  They are application servers and libraries.  Application servers are most commonly used when the service being requested resides on a different machine than the client requesting the service.  Application servers will be implemented using a Transaction Processing Monitor when residing on a distributed platform.  Services residing on a mainframe will be accessed using an RPC mechanism or Messaging Queuing interface.  Libraries will be used to implement services.  Libraries are implemented using compiler library facilities.

To access a service offered by an application server or library, the service must be known.  In general terms, this is accomplished by advertising the services public function.  The method of advertising the public function varies based upon the method used to implement the service:

· Transaction Processing Monitor services are generally made available by registering them.  RPC services are generally defined through RPC specification and are advertised to remote clients by defining the service’s application server in the name service.

· Library services are advertised for use through a published interface.  For example, when residing in a Windows Dynamic Link Library (DLL) the program function must be ‘exported’ by the requester to become public.  A library’s public functions are requested through the use of a function call.

The configuration of application servers will depend on numerous factors.  The goals that will be achieved through configuration are efficient utilization of machine resources and overall performance of the application.  The factors to be considered when configuring a server are:

· Type of server — decision is based on whether the server should be conversational or non-conversational, transaction or non-transaction oriented.

· Availability — the services in an application may have different time of day requirements.  A service that needs to be available 7x24 would not be within a server that can only be available 6x12.

· Maintainability — the combination of services should not affect the maintenance of the server.  It should be relatively easy to add or remove a service from a server.

· Product limitations — once the type of server is determined, it may be necessary for a server to be changed.  For example, a Transaction Processing Monitor may not offer the service required.  It then becomes necessary for the TP Monitor to pass the request on to a mainframe server using an RPC mechanism.

· Resource limitations — resources that should be considered are network availability and speed, available memory, MIPS, DASD, and software produces installed.  When service is dependent on data, the service should be performed where the data resides to reduce network traffic.

1.5   System Services

The system services component represents functions provided by the underlying hardware, network, and system software (for example, operating system, transaction processing monitor, and database management system).  The use of APIs between applications and the system service elements will provide portability across a heterogeneous computing environment. 
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	Service
	Description

	Transaction Services
	Provides services required for distributed on-line transaction processing (OLTP) in a heterogeneous environment.

	Data Services
	Provides services to define, access and manipulate, and administer data independent of its location.  

	Communication Services
	Provides services required for communications between applications executing on platforms that are connected via a network.  

	Security Services
	Provides the APIs and functions required to secure access and usage of system resources.

	Compute Services
	Provides access to base operating system functionality.

	Presentation Services
	Provides location and interface independent access to all I/O services, with the exception of mass storage such as tape or disk.  This set of service components resides between the Environment Manager services and the rest of the system.
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1.6  Transaction Services

Transaction services provides for distributed transaction processing in a heterogeneous environment.  Transaction services include:

	Service
	Description

	Transaction initiation and termination
	The core function of a transaction-processing (TP) monitor (e.g. CICS, Tuxedo) is the managing of the life cycle of a transaction from initiation by a user or other application component through commitment and journal entry.

	Routing of messages (transactions) to the appropriate server(s)
	Another key function of a TP monitor is to assure that a given transaction is directed toward the correct application service, a service that may or may not be provided on the same computer as the initiator of the transaction.

	Establish global transaction identifiers 
	In order for the TP monitor to correctly manage, monitor and route a transaction, there must be a method of identifying transactions across the system.

	Ability to obtain information about the current transaction
	In order for the system to be managed, it must be possible to identify, either in real time or historically, the state of a transaction; (e.g.: In the case of a distributed data environment, the ability to identify that a particular transaction is blocked awaiting confirmation of a system's readiness to commit is crucial to management, fault resolution and run time improvement (RTI).)

	Transactional RPC and program-to-program communications
	Although both RPC and IPC capabilities are provided adequately by other service components, in the context of transaction processing those implementations are inadequate.  There is a need for the mechanism to understand the concept of a unit of work, i.e. a transaction. 

	Dynamic load balancing
	A sophisticated TP monitor will monitor the performance of the transaction system and reallocate tasks and resources, as available, in order to maximize system throughput.

	Transactional security
	Fine-grained security is often required in a transaction system, requiring that the TP monitor or associated service grant or restrict access to specific transactions based upon the authorization level of the user or application requesting the transaction.


The following table represents transaction processing service APIs that SBA will review for inclusion in the iterative definition of the application architecture.

	Reference 
	Title 
	Description 

	Microsoft TS
	Microsoft Transaction Server
	Microsoft proprietary API to MS Transaction Server.

	Custom
	TBD
	TBD

	X/Open C193 
	Distributed TP: The XA Specification 
	X/Open definition of a model for DTP. This model envisions three software components in a DTP system and this specification defines the interface between two of them, the transaction manager and local resource manager 

	X/Open C409 
	ACSE/Presentation: Transaction Processing API (XAP-TP) 
	An extension to the ACSE/Presentation (XAP) Specification which provides for access to the ISO OSI protocol stack 

	X/Open C419 
	Distributed TP: The XCPI-C Specification - Version 2 
	This document defines the Common Programming Interface for Communications (CPI-C), which is an application-programming interface (API) to a Communications Resource Manager (CRM). It provides a cross-system-consistent and easy-to-use programming interface 

	X/Open C504 
	Distributed TP: The TX (Transaction Demarcation) Specification 
	This specification defines the TX interface, the application programming interface (API) by which the application program calls the Transaction Manager to demarcate global transactions and direct their completion 

	X/Open C505 
	Distributed TP: The TxRPC Specification 
	Definition of the TxRPC interface, which is the interface between an application program and a Communications Resource Manager (CRM) that uses transactional remote procedure calls. This document covers the application programming interface (API) 

	X/Open C506 
	Distributed TP: The XATMI Specification 
	Definition of the XATMI interface, which is the interface between an application program and a Communications Resource Manager (CRM) that uses a client/server paradigm 

	X/Open C611 
	Structured Transaction Definition Language (STDL) 
	STDL is a high-level language for developing portable and modular distributed transaction processing applications for a multi-vendor environment. This specification describes the syntax and semantics of STDL, the environment in which STDL programs execute, the state tables that model STDL execution, and a mapping of STDL to the TxRPC and DCE RPC protocols 

	X/Open G307, G504 
	Distributed TP: Reference Model - Version 2 
	Functional description of the X/Open Distributed Transaction Processing (DTP) model, a software architecture that allows multiple application programs to share resources provided by multiple Resource Managers, and allows their work to be coordinated into global transactions. The Version 3 document has been updated to take account of CPI-C, Version 2 (C419) and Structured Transaction Definition Language (STDL) (C611) 

	ISO/IEC 10026 (OSI TP) 
	Information technology - Open Systems Interconnection - Distributed Transaction Processing - Part 1: OSI TP Model. 
	OSI services and protocols for transaction mode communications in an OSI environment 

	X/Open G410 
	Distributed Security Framework (XDSF) 
	Identifies information security requirements required to meet the needs of distributed information systems, and provides guidance on the integration of these services 

	IEEE 3001.11
	Transaction Processing
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1.7   Data Services

For the application developer, data access represents the most difficult issue in designing portable code, other than the challenge presented by graphical user interfaces (GUIs).  Every system requires the ability to define, access and manipulate, and administer data (independent of location).  Data independence is critical for application portability, interoperability, and flexibility.  This is particularly important in the data stored according to the relational model for two reasons: 

· Lack of a comprehensive SQL standard

· The trend toward moving application functionality into the DBMS with stored procedures, triggers, and referential integrity.

As the relational model gains in popularity, old models of data (e.g. flat file and hierarchical) still persist and a new model has appeared - object.  Proper application design relative to data services is critical. These services and design guidelines must provide two types of protection:

· Multiple models of data - relational, object, and record oriented.

· Differences in SQL dialects between products.

One note of caution, the requirement for data independence must be balanced carefully against performance requirements.  Data services may include:

	Service
	Description

	Relational model storage 
	Storage of data in a collection of tables made up of rows and columns where tables are logically connected by common index or key values; typically provided by third party vendors like IBM, Sybase and Oracle.

	File services
	The storage of data in flat or sequentially accessed file structure, record oriented data storage such as VSAM of ASCII text files.

	Object management and access 
	Objects, data encapsulated with the procedures (methods) that can be performed on or with that data, must be stored, retrieved, and activated; this is generally accomplished with persistent (permanently stored) objects by an object database product.

	Data translation 
	The conversion of data from one format to another, for example from Microsoft Word to WordPerfect, from a graphical file to Group III facsimile or a VSAM file to a relational database format.

	Data management
	These are the traditional services associated with data back up, data replication, hierarchical storage, or high availability configurations like redundant array of inexpensive disk (RAID)


The following table represents data service APIs that SBA will review for inclusion in the iterative definition of the application architecture.

	Reference 
	Title 
	Description 

	Proprietary
	M204
	Proprietary API.

	Custom
	TBD
	TBD

	X/Open C307 
	Data Management: SQL Remote Database Access 
	Defines uses of the message fields and features of the ISO/IEC RDA SQL standard 

	X/Open C449 
	Data Management: Structured Query Language (SQL), Version 2 
	Defines the API for relational database management systems - based on ISO/IEC 907: 1992 

	X/Open C451 
	Data Management: SQL Call Level Interface (CLI) 
	Defines the SQL CLI - providing bindings for both C and COBOL languages 

	X/Open D010 
	Indexed Sequential Access Method 
	An ISAM specification fully aligned with the ISO 1989:1985 COBOL standard 

	X/Open DM 
	XPG4 ISAM 
	Support for programs using the indexed sequential file access method. 

	X/Open DR 
	XPG4 Relational Database 
	This Product Standard provides application program access to a relational database via Structured Query Language (SQL) embedded in C and/or COBOL. X/Open SQL includes dynamic SQL, and is aligned with ISO/IEC 9075:1992 (SQL). 

	ISO/IEC 9075 
	Information technology - Database languages -- SQL 
	Provides Data Definition, Manipulation and Integrity. It specifies two levels of compliance: the weaker Level 1 and the more capable Level 2 


1.8   Communication Services
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Communication services provide for communications between applications (or applications systems) executing on platforms connected via a network.  The application view of these services must be independent of the underlying network implementation. Services provided by the communications services component include: 

	Service
	Description

	File transfer
	The movement of data, in a managed fashion, from one storage location to another.

	Network-based file access 
	The ability of a user, service component, or application to retrieve and store data across an electronic network.

	Naming and directory 
	The facility that allows a user, service component, or application to locate another user, service or application (e.g. DCE Directory Service).

	Data transport
	The low-level management of a "bit stream" across a communications network to include flow control, error checking, encryption, and other communication related services.

	Common data representation
	The capabilities required to allow applications to understand the format of data prepared or processed by a different application (e.g. DCE Interface Definition Language (IDL), XML).

	Electronic mail primitives 
	Also known as message transfer agent; the software capability to move an electronic mail message from one user to another independent of the location of the users.

	Remote process execution
	The facilities (e.g. authorization verification, receipt completion, error codes, results) for an application or service component to initiate the execution of a job or process on a remote system.

	Distributed file system
	The software support to mask the differences in physical and logical data storage methods among computer systems (e.g. Network File System (NFS)).

	Remote procedure call (RPC) 
	A mechanism that allows an application or service component to request a service from another component where neither is required to reside on the same computer.

	Terminal emulation 
	Software that allows a user to access a system requiring terminal capabilities different from those native to the user's device (e.g. TCP/IPs 3270 emulation known as tn3270).

	Terminal access
	The software necessary for attached terminal devices to access system services.


The following table represents communication service APIs that SBA will review for inclusion in the iterative definition of the application architecture.

	Reference 
	Title 
	Description 

	Proprietary
	
	Proprietary API.

	Custom
	TBD
	TBD

	POSIX 1003.8
	Networking
	?

	POSIX 1003.17
	Directory Services API
	?

	POSIX 1201.1
	Application Interface
	?

	POSIX 1238
	OSI API
	?

	X/Open C317, C608
	API to Directory Services (XDS) - Issue 2 
	(Same as C190) This document defines the application-programming interface (API) to X/Open Directory Services. This interface is designed to offer services that are consistent with, but not limited to, the 1988 CCITT X.500 Series of Recommendations and the ISO 9594 standards. Issue 3 of the XDS CAE Specification includes revisions to align with the ISO Directory Services API group of Standards (which in turn were based on the X/Open XDS Specification, Issue 2) 

	X/Open C403 
	Federated Naming: The XFN Specification 
	Defines the model of a federated naming service - an associated API and naming policies 

	X/Open C520 
	Multi-protocol Transport Networking (XMPTN): Address Mapper 
	Provides for dynamic mapping services to nodes in a mixed transport protocol network 

	X/Open C521 
	Multi-protocol Transport Networking (XMPTN): Access Node 
	Defines the XMPTN Access Node through which mixed protocol networking services provided by XMPTN are accessed by applications 

	C702 [Previously C525] 
	Protocols for File Networking: XNFS, Version 3W 
	A complete solution to transparent file access aligned with Sun's NFS Version 3 and its WebNFS(TM) extensions. 

	X/Open C706 
	DCE 1.1: Remote Procedure Call 
	Specifies DCE Remote Procedure Call Services 
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1.9  Security Services

Application and system resources must be protected from unauthorized access and use.  Security services provide the APIs and functions required to secure access and usage of system resources.

Services provided include: 

	Service
	Description

	Identification and authentication 
	Establishes and verifies the identity of a user, device, or other system resource for purposes of controlling access.

	Access control 
	Verifies that the entity requesting access to a system resource has access rights.

	Accountability and auditing
	Provides services required to record identification, authentication, and access control requests.

	Data security 
	Services required to ensure security of data during transmission over communication links – e.g. encryption, decryption.


The following table represents security service APIs that SBA will review for inclusion in the iterative definition of the application architecture.

	Reference 
	Title 
	Description 

	Proprietary
	
	Proprietary API.

	Custom
	TBD
	TBD

	POSIX 1003.6
	Security Extensions
	?

	X/Open C441 
	Generic Security Service API (GSS-API) Base 
	Defines an application programming interface that provides security services to callers in a generic fashion 

	X/Open C529 
	X/Open Baseline Security Services (XBSS) 
	Defines a profile of security functionality intended to meet the needs of a typical organization 

	C707 
	Common Security: CDSA and CSSM 
	Thirteen specifications defining the Common Data Security Architecture and the Common Security Services Manager 

	X/Open G410 
	Distributed Security Framework (XDSF) 
	Identifies information security requirements required to meet the needs of distributed information systems, and provides guidance on the integration of these services 

	ISO/IEC 7498-2 
	Information technology – Open Systems Interconnection – Basic Reference Model – Part 2: Security Architecture 
	Provides a general description of security services and related mechanisms, which may be provided by the OSI reference model, and defines the positions within the reference model where the services and mechanisms may be provided 

	ISO/IEC 9594-8:1995 (X.509) 
	Information technology – Open Systems Interconnection – The Directory – Authentication framework 
	Defines public key-based authentication standards for the X.500 directory service. (ITU-T Recommendation X.509 (1993), ISO/IEC 9594-8, approved recommendation). 

	X/Open SS 
	Secure Communication Services 
	A product registered as conformant to this Product Standard provides a secure communications context when inter-operating with similar systems as part of a distributed system. Within this secure context it must 

	X/Open C307 
	Security Attribute and Delegation Extensions 
	Defines extensions to the Generic Security Service API (GSS-API) Base. These extensions cover security attributes and delegation – which cannot be met by the Base GSS-API 

	X/Open XS 
	Baseline Security 96 
	This Product Standard defines a guaranteed minimum level of security functionality that products must provide. It also defines specific default settings in cases where the requirement is to provide selectable security options. 
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1.10  Compute Services

Compute services provides access to base operating system functionality.  Services include: 

	Service
	Description

	Time 
	Local date and time.

	Memory management 
	The allocation to tasks and protection of physical computer memory, generally to include management of high-speed cache memory.

	Execution threads
	This construct, also referred to as “light weight processes” refers to the ability to generate multiple paths of execution within a process, those paths having the ability to execute simultaneously on multiple CPUs.

	Task management
	The initiation, termination, and graceful management of aborted tasks, jobs, processes, and in some cases execution threads.

	Interrupt servicing 
	Interrupts are signals, generated by some event, which is intended to request immediate service from the central processing unit (CPU).

	Inter-process communications 
	The capability of an executing process or job to exchange information with another executing process; for example signals, semaphores, message queues, or the special case of remote procedure calls.

	Process management 
	The creation, termination, and tracking of system and application processes.

	Generalized I/O services 
	Comprises a group of components responsible for processing input from and delivering output to a variety of devices.

	Life Cycle Service
	Defines operations for creating copying, moving and deleting components (objects).

	Event Management Service 
	Allows components to dynamically register or un-register their interest in specific events.  The service defines a well-known object called an event channel that collects and distributes events among components that know nothing of each other.

	Licensing Service 


	Provides operations for metering the use of components to ensure fair compensation for their use.  The service supports any model of usage control at any point in a components life cycle.  It supports charging per session, per node, per instance creation, and per site.

	Time Service

	Enables the user to obtain current time together with an error estimate associated with it.  Additionally, the service also provides the following facilities:

· Ascertain the order in which “events” occurred.

· Generate time-based events based on timers and alarms.

· Compute the interval between two events.


The following table represents compute service APIs that SBA will review for inclusion in the iterative definition of the application architecture.

	Reference 
	Title 
	Description 

	Proprietary
	
	Proprietary API.

	Custom
	TBD
	TBD

	POSIX 1003.1
	System Interface
	?

	POSIX 1003.2
	Shell and Tools
	

	POSIX 1003.15
	Batch
	

	POSIX 1003.18
	POSIX Platform Profile
	

	IEEE Std 1003.1b 
	Portable Operating System Interface (POSIX) – Part 1: System Application Program Interface (API) [C Language] – Amendment 1: Real-time Extensions. 
	Extensions to IEEE P1003.1 for real-time – event-driven applications and deterministic programming. This standard was formerly known as P1003.4 

	IEEE Std 1003.1c (POSIX) 
	Portable Operating System Interface (POSIX) – Part 1: System Application Program Interface (API) – Amendment 2: Threads Extension [C Language] 
	Extensions to IEEE P1003.1 for in-process multi-programming. This standard was formerly known as P1003.4a 

	ISO 9945-1 
	Portable Operating System Interface (POSIX) – Part 1: System Application Programming Interface (API) [C Language] 
	IEEE Std 1003.1-1990 

	ISO/IEC 9945-1:1996 (POSIX) 
	ISO/IEC 9945-1:1996 Information technology – Portable Operating System Interface (POSIX) – Part 1: System Application Programming Interface (API) [C Language] 
	IEEE Std 1003.1-1996 Edition (Incorporating ANSI/IEEE Stds. 1003.1-1990, 1003.1b-1993, 1003.1c-1995 and 1003.1i-1995) 
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1.11  Presentation Services

Presentation services provide location and interface independent access to all I/O services, with the exception of mass storage such as tape or disk.  This set of service components resides between the Environment Manager services and the rest of the system.  These components prepare the data for presentation to the I/O device or system in a manner expected by that device.  This allows all other components to be unconcerned with the display, transport, or other device being targeted.  The types of devices or systems supported include: 

· Printers

· Fax

· Bar code units

· Voice response units

· Electronic data interchange (EDI) 

· Human computer interface (HCI).

The following table represents presentation service APIs that SBA will review for inclusion in the iterative definition of the application architecture.

	Reference 
	Title 
	Description 

	De facto
	Microsoft Win32 API
	Proprietary API.

	Custom
	TBD
	TBD

	Other Banking/Financial Industry specific API specifications
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